
 

 

 

 

 

 

 

 

 

Exhibit 1 to Complaint for Declaratory and Injunctive 

Relief 

 

 

 

Freedom of Information Act Request # 2022-0118 and 

Response from South Carolina Law Enforcement 

Division (August 3, 2022) 



Anne Hudson-Price <ah5653@nyu.edu>

FOIA Request

Annie Hudson-Price <annie.hudsonprice@nyu.edu> Wed, Jan 26, 2022 at 5:33 PM
To: foi@sled.sc.gov

January 26, 2022

Freedom of Information Office
S.C. Law Enforcement Division
P.O. Box 21398
Columbia, S.C. 29221
foi@sled.sc.gov
803.896.2327

Pursuant to the South Carolina Freedom of Information Act (“FOIA”), S.C. 30-4-10, et seq., I write to
request the following:

1.  All contracts the South Carolina State Law Enforcement Division (SLED) has entered into for
the procurement of Automatic License Plate Reader (ALPR) software, hardware, subscriptions,
and/or related services;
2.  All SLED policies, directives, orders, internal memoranda, and/or training materials that relate
to ALPR technology;
3. The number of ALPR devices owned or operated by SLED, broken out by type (i.e., fixed,
mobile, or portable);
4. A list of all local, state, and federal agencies and organizations to which SLED loans or rents
ALPR devices, and the number of devices SLED rents and/or loans to each agency or
organization;
5. A list of all local, state, and federal agencies and organizations with which SLED shares
ALPR data;
6. A list of all local, state, and federal agencies and organizations from which SLED receives
ALPR data;
7. A list of all databases and/or servers SLED uses to store the ALPR data SLED collects and
receives;
8.  The number of individual users with access to SLED’s ALPR databases/servers, broken out by
database/server;
9. A list of all local, state, and federal agencies and organizations from which SLED receives
“hot lists,” the purpose of those hot lists (e.g., expired registrations, missing persons, wanted
persons), and the number of license plates on each list;
10. A list of all local, state, and federal agencies and organizations with which SLED shares “hot
lists,” the purpose of those hot lists, and the number of license plates on each list;
11. The number of license plate “reads” that were uploaded to SLED’s ALPR databases/servers
between 01/01/2015 and 01/01/2022, broken out by year and database;
12. All informal and formal agreements, including memoranda of understanding, between SLED
and any other law enforcement agency, public entity, or private company concerning ALPR
technology, including, but not limited to, ALPR hardware and databases.

mailto:foi@sled.sc.gov


If you deny any or all of this request, please cite each specific exemption you believe justifies the refusal to
release the information, including redaction, and notify me of the appeal procedures available to me under the
law. I expect the release of all segregable portions of otherwise exempt material.

I would appreciate receiving these records as an email attachment, through a secure file transfer service, or, if
neither option is possible, on a CD ROM.

To avoid delays in receiving records or information, I request that records or information be produced as they
become available.

Thank you in advance for your assistance in this matter. I look forward to receiving your response to this
request within 20 business days, as the statute requires. 

Sincerely,

Annie Hudson-Price
annie.hudsonprice@nyu.edu
(917) 658-0783

mailto:Annie.hudsonprice@nyu.edu






 

 

 

 

 

 

 

 

 

Exhibit 2 to Complaint for Declaratory and Injunctive 
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South Carolina Law Enforcement Division 

Memorandum, “Retention Time for ALPR Data” 

(August 7, 2012) 
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South Carolina Law Enforcement Division Policy 

13.40: Automated License Plate Recognition 



SOUTH CAROLINA LAW ENFORCEMENT DIVISION 

 

4400 BROAD RIVER ROAD 

COLUMBIA, SOUTH CAROLINA 29210 

 

 

13.40 AUTOMATED LICENSE PLATE RECOGNITION 

 
 

POLICY: 13.40  DATE: FEBRUARY 7, 2013  REVISION DATE: JULY 18, 2018 

TITLE:   AUTOMATED LICENSE PLATE RECOGNITION 

 

 PAGE 1 OF 5 

RESPONSIBLE AUTHORITY: APPROPRIATE MAJOR 

RELATED STANDARDS/STATUTES/REFERENCES: CALEA 17.5.4 a., b., c., d. 

 

THE LANGUAGE USED IN THIS DOCUMENT DOES NOT CREATE AN EMPLOYMENT CONTRACT 

BETWEEN THE EMPLOYEE AND THE AGENCY.  THIS DOCUMENT DOES NOT CREATE ANY 

CONTRACTUAL RIGHTS OR ENTITLEMENTS.  THE AGENCY RESERVES THE RIGHT TO REVISE 

THE CONTENT OF THIS DOCUMENT, IN WHOLE OR IN PART. NO PROMISES OR ASSURANCES, 

WHETHER WRITTEN OR ORAL, WHICH ARE CONTRARY TO OR INCONSISTENT WITH THE TERMS 

OF THIS PARAGRAPH CREATE ANY CONTRACT OF EMPLOYMENT. 

 

 

GENERAL PURPOSE: The purpose of this policy is to provide officers with 

guidelines on the proper use of Automated License Plate Recognition (ALPR) 

systems and the data collected from the systems.  

 

 

POLICY: The availability and use of the ALPR systems have provided many 

opportunities for the enhancement of productivity, effectiveness, and officer 

safety.  It is the policy of SLED that all members abide by the guidelines set 

forth herein when using ALPR systems.   

 

 

ACRONYMS AND DEFINITION(S):   

 

FOUO:  For Official Use Only 

ALPR:  Automated License Plate Recognition 

OCR:  Optical Character Recognition 

READ:  Digital images of license plates and vehicles associated with metadata 

(ie: date, time, and geographical coordinates associated with the vehicle 

capture) that are captured by ALPR systems. 

ALERT:  A visual and/or auditory notice that is triggered when the ALPR system 

receives a potential “hit” on a license plate. 

HIT:  A read matched to a plate that has previously been registered on an 

agency’s “hot list” of vehicle plates related to stolen vehicles, wanted 



POLICY 13.40, “AUTOMATED LICENSE PLATE RECOGNITION”7/18/18     Page 2 of 5 
 

vehicles, suspended tags, or other factors supporting investigation, or which 

has been manually registered by a user for further investigation. 

HOT LIST:  License plate number of stolen cars, stolen tags, suspended tags, 

AMBER alerts and vehicles owned by persons of interest in a crime are regularly 

added to “hot lists”.  Hot list information can come from a variety of sources, 

included the National Crime Information Center (NCIC) and the South Carolina 

Department of Motor Vehicles (SCDMV).  In addition to agency created hotlists, 

users with Administrative privileges may also manually add license plate 

numbers to hot list in order to be alerted if and when a vehicle license plate 

of interest is read by the ALPR system.   

 

FIXED ALPR system:  ALPR cameras that are permanently affixed to a structure, 

such as a pole, traffic barrier or a bridge.   

MOBILE ALPR system: ALPR cameras that are affixed, either permanently 

(hardwired) or temporarily (i.e. magnet or window mount), to a law enforcement 

vehicle of mobile deployment. 

PORTABLE ALPR system:  ALPR cameras that are transportable and can be moved and 

deployed in a variety of venues as needed, such as a speed radar sign. 

Back Office: A database that houses all ALPR captures from the participating 

agencies. 

 

SPECIFIC PROCEDURES: 

 

 

A. General 

1. The use of the ALPR systems is restricted to public safety-related 

missions.   

2. ALPR systems and associated equipment and databases are authorized for 

official public safety purposes.  Misuse of the equipment and associated 

databases, or data, may be subject to sanctions and/or disciplinary 

actions as per SLED’s Privacy Policy 7.13. 

3. ALPR systems and ALPR data and associated media are the property of SLED 

and intended for use in conducting official business with limited 

exceptions noted elsewhere in this policy. (CALEA 17.5.4 a.) 

 

B.  Administration 

1. The agency shall designate an employee(s) with administrative oversight 

for ALPR system deployment and operations who is responsible for the 

following: 

a. Establishing protocols for access, collection, storage, and 

retention of ALPR data and associated media files. (CALEA 17.5.4 

b.) 

b. Establishing protocols to preserve and document ALPR reads and 

“alerts” or “hits” that are acted on in the field or associated 

with investigations or prosecutions. 
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c. Establishing protocols to establish and ensure security and 

integrity of data captured, stored, and/or retained in the ALPR 

system.  This shall be conducted with a monthly audit by the agency 

ALPR Administrator. (CALEA 17.5.4 b.)    

d. Ensuring the proper selection of the personnel approved to operate 

the ALPR system and maintaining an adequate number of trainees; 

e. Maintaining records identifying approved ALPR deployments and 

documenting their results, including appropriate documentation of 

significant incidents and arrests that are related to ALPR usage.   

f. Authorizing any request for ALPR systems or data access according 

to the policies and guidelines of this agency. (CALEA 17.5.4 b.)  

2. Designated, trained personnel shall check equipment on a regular basis 

to ensure functionality and camera alignment.  Any equipment that falls 

outside expected functionality shall be removed from service until 

deficiencies have been corrected. 

3. ALPR systems repair, hardware or software, shall be made by agency 

authorized sources. 

 

C. AUTOMATED LICENSE PLATE RECOGNITION USAGE 

 

1. ALPR operation and access to ALPR collected data shall be for official 
agency purposes only. 

2. Only officers who are NCIC inquiry certified and have been issued user 
name and passwords by SLED shall be permitted to use an ALPR system or 

access the ALPR back office. 

3. At the start of each shift the officers must ensure that the ALPR has 
been updated with the most current hot lists available.   

4. ALPR Alerts/Hits: Prior to initiation of a traffic stop: 

a. Visually verify that the vehicle plate numbers match the plate number 
run by the ALPR system, including both alphanumeric characters of the 

license plate and the state of issuance. 

b. The current status of the plate must be verified through dispatch or 
MDT query prior to taking any action on the vehicle. 

5. In each case in which an alert or a hit is triggered, the user should 
record the disposition of the alert and the hit into the ALPR system. 

6. Hot lists may be updated manually by designated agency ALPR 

Administrators and must document the reason for the alert and a 24/7 

contact person. 

7. Any searches of ALPR captures in the ALPR back office should be done in 
accordance with established departmental policies and procedures. 
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D.  ALPR DATA SHARING AND DISSEMINATION (CALEA 17.5.4 b.) 

a. ALPR data should be considered FOUO and can be shared for legitimate law 
enforcement purposes. 

b. When ALPR data is disseminated outside the agency, it should be kept in 
a secondary log. (Share point).  

c. Information sharing among agencies should be dictated in accordance with 
memoranda of understanding (MOUs) or established departmental policies. 

 

E.  ACCESS TO THE ALPR BACK OFFICE (CALEA 17.5.4 b.) 

a. Any agency in the State of SC who either does or does not have an ALPR 
may still have access to the agencies ALPR back office where the ALPR 

captures are located.   

b. The officer/analyst attached to a law enforcement agency in the State 

must be NCIC inquiry certified prior to gaining access or using any ALPR 

in the State. 

c. Officers/analysts that are NCIC inquiry certified and request to have 

access to the ALPR back office must complete the SLED/CJIS Access Form.  

Once completed, the form must be signed by the requesting 

officer/analyst’s terminal agency coordinator (TAC) and emailed to SLED 

at itworkrequest@sled.sc.gov 

d. Once the paperwork is approved by SLED the requesting user will receive 
their user names and passwords to access the ALPR system. (CALEA 17.5.4 

b.) 

F.  RETENTION 

a. SLED will maintain data and images submitted to the back office for a 
period of three years, after which the data and corresponding images (if 

applicable) will be removed from the back office server.  This will be in 

compliance with the SC Information and Intelligence Center Privacy, Civil 

Rights, and Civil Liberties Protection Policy and will conform to other 

states’ retention time for similar data. (CALEA 17.5.4 d.) 

 

G.  MAINTENANCE 

 

a. Under no condition should an ALPR operator attempt to modify the ALPR 
equipment or software operating system without permission from the ALPR 

coordinator. 

b. ALPR camera lenses may be cleaned with glass cleaner or mild soap and 
water and a soft, nonabrasive cloth.   

c. Vehicles with ALPR cameras shall not enter any automatic car washing 

facility. 

d. Damage to ALPR equipment shall be immediately reported to the ALPR 

coordinator and their supervisor.  The supervisor shall document and 
investigate, if necessary, the damage in accordance with established 

policies on agency owned equipment.  The supervisor will also notify the 

agencies insurance company of the incident. 

mailto:itworkrequest@sled.sc.gov
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e. The ALPR coordinator for the agency shall be notified of any ALPR 

equipment needing maintenance or repair and will notify the appropriate 

ALPR vendor. 

f. All loss of data, irregularities, and recovery issues of the Back Office 
system will be the responsibility of the SLED IT Department.  (CALEA 

17.5.4 c.) 

 
BY ORDER OF: 

 
Mark A. Keel 

CHIEF OF SLED 
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South Carolina Law Enforcement Division “Intent to 

Award Sole Source,” NDI-RS (December 18, 2021)  



 South Carolina Law 

Enforcement Division 

Intent to Award Sole 

Source 

 Date Issued: 

 Procurement 

Officer: 

 Phone: 

E-Mail Address:

Mailing Address:

12/18/2021
 JESSICA GOFF 

803-896-7171

jgoff@sled.sc.gov

SC Law Enforcement Division 
4400 Broad River Road 
Columbia SC 29210

In accordance with §11-35-1560 (A) of the SC Consolidated Procurement Code, it is the intent of South 

Carolina Law Enforcement Division (SLED) to award without competition a sole source contract in 

accordance with Regulation 19-445.2105 (B) (5)  Two RoadWarrior Speed Trailers , On the basis of: 
NDI’s ALPR Back-Office solution known as VISCE, which is today deployed and maintained by the 
South Carolina Law Enforcement Division (SLED), is a proprietary application with an associated 
proprietary database. There is no known vendor in the industry that can send, receive, store, transmit 
and/or query NDI’s proprietary database. NDI, and only NDI can provide additional ALPR cameras and 
ALPR processors that can seamlessly integrate with the SLED existing VISCE ALPR database. No 
other ALPR vendor can integrate with NDI’s solutions. NDI does not provide any interfaces or custom 
scripts for any vendor other than NDI to access NDI’s proprietary VISCE ALPR database

As a sole source procurement from:NDI Technologies, 105 E. State Road 434, Winter Springs FL 
32708 

QUESTIONS: Shall be addressed to the email address of the Procurement Officer indicated above. 

PROTESTS (MAY 2019) If you are aggrieved in connection with the intended award of this contract, you 
may be entitled to protest, but only as provided in §11-35-4210. To protest an intended award of a 
contract pursuant to §11-35-1560, you shall (i) notify the chief procurement officer in writing of your intent 
to protest within five (5) business days of the date this intent to award is posted, and (ii) if the appropriate 
chief procurement officer has been timely notified of your intent to protest, you may submit your actual 
protest within fifteen days of the date this notice of intent to award is posted. Days are calculated as 
provided in §11-35-310(13). Both protests and notices of intent to protest must be in writing and must be 
received by the appropriate Chief Procurement Officer within the time provided. The grounds of the 
protest and the relief requested must be set forth with enough particularity to give notice of the issues to 
be decided.  

Any protest or notice of intent to protest must be addressed to the Chief Procurement Officer, Information 
Technology Management Office, and submitted in writing (a) by email to: protest-itmo@itmo.sc.gov  or  
(b) by post or delivery to: 1201 Main Street, Suite 600, Columbia, SC 29201.

Unless otherwise suspended or canceled, The South Carolina Law Enforcement Division will enter into a 
contract for these supplies on January 26, 2022. Contractor should not perform any work on or incur any 
costs associated with this notice prior to the receipt of a purchase order. The South Carolina Law 
Enforcement Division  assumes no liability for any expenses incurred prior to issuance of a purchase 
order. 
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Relief 

 

 

 

South Carolina Law Enforcement Division “Intent to 

Award Sole Source,” Vigilant (April 25, 2022)  



 South Carolina Law 

Enforcement Division 

Intent to Award Sole 

Source 

 Date Issued: 

 Procurement 

Officer: 

 Phone: 

E-Mail Address:

Mailing Address:

4/25/2022
 JESSICA GOFF 

803-896-7171

jgoff@sled.sc.gov

SC Law Enforcement Division 
4400 Broad River Road 
Columbia SC 29210

In accordance with §11-35-1560 (A) of the SC Consolidated Procurement Code, it is the intent of South 

Carolina Law Enforcement Division (SLED) to award without competition a sole source contract in 

accordance with Regulation 19-445.2105 (B) (5)   Vigilant "Commercial Data" Access via LEARN 
Subscription Renewal 

From: Vigilant Solutions, LLC 1152 Stealth Street Livermore, California 94551 

1. Vigilant Solutions owns and manages the single largest license largest license plate 

recognition (LPR) data sharing initiative, known as the LEARN. 

2. This is a renewal and Vigilant Solutions is the current vendor and the only vendor who can 

access and update the data. 

 

3.  The Data consists largerly of privately collected LPR data owned by Vigilant and made 
available for law enforcement exclusively via LEARN. 

QUESTIONS: Shall be addressed to the email address of the Procurement Officer indicated above. 

PROTESTS (MAY 2019) If you are aggrieved in connection with the intended award of this contract, you 
may be entitled to protest, but only as provided in §11-35-4210. To protest an intended award of a 
contract pursuant to §11-35-1560, you shall (i) notify the chief procurement officer in writing of your intent 
to protest within five (5) business days of the date this intent to award is posted, and (ii) if the appropriate 
chief procurement officer has been timely notified of your intent to protest, you may submit your actual 
protest within fifteen days of the date this notice of intent to award is posted. Days are calculated as 
provided in §11-35-310(13). Both protests and notices of intent to protest must be in writing and must be 
received by the appropriate Chief Procurement Officer within the time provided. The grounds of the 
protest and the relief requested must be set forth with enough particularity to give notice of the issues to 
be decided.  

Any protest or notice of intent to protest must be addressed to the Chief Procurement Officer, Information 
Technology Management Office, and submitted in writing (a) by email to: protest-itmo@itmo.sc.gov or  
(b) by post or delivery to: 1201 Main Street, Suite 600, Columbia, SC 29201.



Unless otherwise suspended or canceled, The South Carolina Law Enforcement Division will enter into a 

contract for these supplies on May 2, 2022.  Contractor should not perform any work on or incur any 

costs associated with this notice prior to the receipt of a purchase order. The South Carolina Law 

Enforcement Division  assumes no liability for any expenses incurred prior to issuance of a purchase 

order. 
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South Carolina Law Enforcement Division’s Response 

to Freedom of Information Act Request # 2015-153 

(March 5, 2015) 



SOUTH CAROLINA LAW ENFORCEMENT DIVISION 
 
 
 
 
        NIKKI R. HALEY      MARK A. KEEL 
     Governor Chief 
 
 
 
 

  
An Accredited Law Enforcement Agency 

P.O. Box 21398  /  Columbia, South Carolina 29221-1398  /  (803) 737-9000   /  Fax (803) 896-7588 
 

 
 

March 5, 2015 
 
 
 
 

Via email to 16473-18386955@requests.muckrock.com 
 
Chris Meller 
MuckRock News 
DEPT MR 16473 
P.O. Box 55819 
Boston, MA  02205-5819 
 

RE: Freedom of Information Act Request #2015-153 
  ALPR Use 

 
Dear Mr./Ms. Meller: 
 
 Please find enclosed the information you have requested under the S.C. Freedom of 
Information Act purstant to the request dated March 2, 2015.  
 

If you have any questions or concerns, do not hesitate to contact me at (803) 896-7136 or 
via email at tberry@sled.sc.gov. 
 
 
     Sincerely, 
 
 
     S/A Thomas W. Berry 
     Freedom of Information Coordinator 
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South Carolina Law Enforcement Division, 

“Memorandum of Understanding Pertaining to the 

Establishment of the South Carolina Law 

Enforcement Division Automated License Plate 

Reader” 



 

 

 
 
 
 
 
 
 
 

MEMORANDUM OF UNDERSTANDING PERTAINING TO THE 
ESTABLISHMENT OF THE SOUTH CAROLINA LAW ENFORMCEMENT 

DIVISION AUTOMATED LICENSE PLATE READER 
 

1.  PURPOSE AND CONCEPT 
1.1. This Memorandum of Understanding (MOU) constitutes an 

agreement between the South Carolina Law Enforcement Division 
(SLED) and the undersigned law enforcement agency (hereinafter 
“partnering agency”) to implement an Automated License Plate 
Reader (ALPR) system back-office application. 
 

1.2. It is the intent of the parties to share and leverage assets for the 
benefit of the citizens of the State of South Carolina by better 
enforcing criminal laws through a corporate approach to law 
enforcement. 

 
1.3. The goal of this project is to provide connectivity for partnering 

agencies to participate in ALPR system data sharing.  Partnering 
agencies will share ALPR sensor information for the replication to the 
data warehouse created as a part of the SLED ALPR back-office 
application.  This system will have the capability to query all sensor 
information, which is stored within the back-office from a local client 
or web based application remotely by the participating law 
enforcement agencies.  It is envisioned that partnering agencies at 
all levels will communicate with each other and SLED to ensure 
jurisdictional boundaries are respected and the law properly 
enforced. 

 
2. AFFECTS ON PRIOR AGREEMENTS 

2.1 This MOU supersedes and/or replaces any prior contracts or 
agreements between the parties related to the subject matter 
contained herein.  

 
3. EFFECTIVE DATES AND TERMINATION 

3.1 This MOU will commence immediately upon signature of both 
parties. 

3.2 Either party may opt out of the MOU upon thirty (30) day written 
notice as provide for in this agreement.   

 
 
 



 

 

4. EMPOWERING STATUES 
4.1 Pursuant to South Carolina law, SLED has: specific and exclusive 

jurisdiction and authority statewide, on behalf of the State, in matters 
including but not limited to the “investigation of organized criminal 
activities or combined state-federal interstate criminal activities, all 
general criminal investigation, arson investigation, and emergency 
event management pertaining to explosive devices.” S.C. Code Ann. 
§23-3-15(A)(1). 

 
4.2 SLED is empowered to provide technical assistance and utilize 

personnel to work with law enforcement agencies to provide for the 
safety and general well-being of the citizens of the State of South 
Carolina. 

 
5. SCOPE 

5.1 SLED will establish and operate the SLED ALPR back-office 
application as a shared information system for the benefit of all 
partnering agencies. 

 
5.2 SLED will appoint a project manager to oversee and manage the 

ALPR project according to the terms and conditions of this MOU. 
 
5.3 SLED will direct the management of all obligations, responsibilities, 

and assets of ALPR, including but not limited to: 
 

5.3.1 Any and all contractual obligations for development, 
implementation, expansion, maintenance, and management 
of ALPR system back-office. 

 
5.3.2 Security and control of any data that resides in ALPR back-

office, for exclusive public safety use as defined by ALPR 
sharing system warehouse security policies and procedures 
established by SLED. 

 
5.3.3 Ownership of any and all equipment in the inventory of ALPR 

system warehouse, including, but not limited to servers, 
workstations, communication devices, routers, firewalls or 
other hardware, and all software in use or under development 
in compliance with the requirements of ALPR system, as 
promulgated by SLED.  

 
5.4 SLED will design and implement a governance structure appropriate 

to the proper operation maintenance of the ALPR and provide 
appropriate levels of input to all participating agencies. 

 
5.5 SLED will ensure that appropriate personnel are made available as 

needed to assist with implementation, as well as for any training 
required, for the purposes of the ALPR project. 

 



 

 

5.6 SLED will not have law enforcement responses or notification 
duties/responsibilities with regard to the ALPR alerts detected by the 
participating agency’s sensors. 

 
5.7 SLED will adopt security policies and procedures as may be 

consistent with appropriate security and maintenance of the system 
for all participating agencies.  The document shall become the 
governing MOU document for participation in the ALPR system 
warehouse, upon ratification of the participating agencies. 

 
5.8 The partnering agency agrees to share sensor information stored in 

the back-office application with all public safety agencies involved in 
the ALPR project. 

 
5.9 The partnering agency will appoint a representative, as the agency’s 

ALPR project manager, who will be responsible for the overall 
coordination of the project on behalf of the agency, and serve as the 
authorizing official for user access requested by the agency. 

 
5.10 The partnering agency will assist in obtaining the cooperation of any 

third party contractor or vendor approved by them, to provide license 
plate reader systems in South Carolina, and/or internal or external 
technology providers (e.g. South Carolina CIO/ other South Carolina 
State/County/City agencies/ South Carolina Law Enforcement 
Division (SLED) information technology staff), as may be reasonably 
necessary for the purposes of this project. 

 
5.11 The partner agency maintains sole authority and responsibility for 

determining the actions, if any, that are appropriate for the 
department’s information technology environment and for 
implementing any changes deemed to be appropriate for the 
purposes of this project. 

 
5.12 The partnering agency will adopt the SLED ALPR system warehouse 

security policies and procedures document, which is the governing 
MOU for participating in SLED ALPR warehouse, and agrees to 
remain in compliance with the requirements policies, and practices 
as outlined therein for the duration of the [participating agency name] 
participation in SLED ALPR system warehouse. 

 
5.13 The partnering agency will make reasonable accommodations for 

access by SLED staff to their facilities and license plate reader 
system as my be required in furtherance of this project. 

 
 
5.14 The partnering agency will ensure that appropriate personnel are 

made available as reasonably necessary to assist with development, 
implementation, and testing of any hardware/software solution, as 
well as for any training required, for the purposes of this project.   



 

 

 
5.15 All contributing agencies shall develop and maintain an ALPR data 

usage policy that addresses privacy concerns.  Such usage policy 
may be derived from the International Association of Chiefs of Police 
publication pertaining to license plate readers. 

 
5.16 The partnering agency shall maintain ownership of all data submitted 

to the ALPR system warehouse.  Therefore, all ownership rights are 
the sole authority and responsibility of the partnering agency.  The 
data in this system is shared by the partnering agency for the 
communal use by other law enforcement and government agencies 
that have this signed agreement with SLED, but shall adhere to the 
partnering agency’s usage policy when using the partnering 
agency’s data.  All data use and handling shall comply with the 
current laws and statues with respect to data. 

 
5.17 SLED shall develop and maintain and ALPR data retention policy to 

address privacy concerns in accordance with current federal and 
state law, and may be limited by system capability.  All partnering 
agencies shall adhere to the data retention policy until such time that 
the partnering agency has developed their own policy.  At that time, 
the partnering agency may submit a memorandum to this MOU to 
address the retention of the data owned by the partnering agency.  
Such data retention policy may be derived from the International 
Association of Chiefs of Police publications pertaining to license 
plate readers.   

 
6. COSTS/REIMBURSEMENTS/COMPENSATION/ FUNDING   

6.1 SLED agrees to fund maintenance costs for the ALPR back-office 
application, including necessary hardware and software acquisition 
and support. 

 
6.2 The partnering agency will be responsible for all costs associated 

with the maintenance, upgrade, and alternation of the partnering 
agency’s sensor system.   

 
7. ASSIGNMENTS 

7.1 Neither party shall, assign any rights or delegate any obligations 
hereunder, without the prior written consent of both parties, unless 
specifically provided for in this MOU. 

 
8. AMENDMENTS 

8.1 This MOU may not be modified or amended except by an instrument 
or instruments in writing signed by the party against whom 
enforcement of any such modification is sought. 

 
 
 
 



 

 

8.2 Either SLED or partnering agency may, buy an instrument in writing, 
waive compliance by the other party with any term or provision of this 
MOU on the part of such other party to be performed or complied 
with.   

 
9. NOTICE 

9.1 Any notice required or permitted hereunder shall be in writing and 
sent to the address first written above or to such other address as 
the parties may from time to time specify, by United States Mail, First 
Class postage prepaid, by Federal Express, DHL, or similar courier 
or by hand delivery.   

 
10.  SEVERABILITY 

10.1 The provisions of this agreement are severable and if any provision 
of this agreement shall be invalid or unenforceable to any extent or 
in any application, then the remainder of such provisions and this 
agreement, except to such extent or in such application, shall not be 
affected thereby, and each and every provision of this agreement 
shall be valid and enforceable to the fullest extent and to the broadest 
application permitted by law.   

 
11.   ENTIRE AGREEMENT 

11.1 This MOU contains the entire agreement between SLED and the 
partnering agency pertaining to the subject matter hereof and 
supersedes all prior agreements and understanding, oral or written, 
between SLED and the partner agency with respect to the subject 
matter hereof. 

 
 
 
 

_____________________________    _____________________________ 
Jennie Temple    Date 
South Carolina Law Enforcement 
Division Major – Fusion 
 
 
_____________________________    ______________________________ 
Signature of     Date 
Chief Law Enforcement Officer 
 
 
_____________________________    ______________________________ 
Printed name of Chief Law            Jurisdiction 
Enforcement officer     



 

 

 

 

 

 

 

 

 

Exhibit 8 to Complaint for Declaratory and Injunctive 

Relief 
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                         MYRTLE BEACH POLICE DEPARTMENT 

  
ADMINISTRATION REGULATIONS 
AND OPERATING PROCEDURES 

 
 

 

 
Subject:  Real Time Crime Unit Number:   276  
 
Effective Date: April 08, 2019 Revised Date:   

 
Rescinds:    Dated:    

 
 

 
 
 Approved By: 
 

Purpose 

The City of Myrtle Beach Police Department (MBPD) is committed to protecting the 
public, both resident and visitor. Technology employed by the Real Time Crime (RTC) 
Unit is a crucial component of MBPD’s comprehensive safety plan. This policy explains 
the purpose of the technology and provides guidelines for the capture, storage and use 
of video and images. 
 
 
Background 

All sworn MBPD officers and specific Support Services Division personnel are 
authorized to use video equipment in conjunction with their assigned duties.  The RTC 
Unit, an entity within Support Services Division, houses a centralized technology center 
specifically designed to support MBPD officers. An RTC analyst provides instant and 
comprehensive information to officers via surveillance cameras, automated license plate 
recognition (ALPR) systems, and other enforcement software and databases. 
 
 
Procedure 

Surveillance cameras, ALPR, may be placed in strategic public locations throughout 
Myrtle Beach with the approval of the MBPD Chief of Police. Cameras may be 
monitored in real time with RTC analyst providing information to officers.  Additionally, 
the RTC analyst may provide video and ALPR images to investigating officers after a 
crime has been reported or for other law enforcement purposes. 
 
No person may access information obtained via surveillance cameras without lawful 
authority.  
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Due to the fact that this data may contain investigative and confidential information, it is 
not open to public review.  However, information may be made available via Freedom of 
Information Act (FOIA) requests as per MBPD regulation #123.  ALPR systems and 
data are the property of the South Carolina Law Enforcement Division (SLED). Any 
requests for information gleaned from the ALPR system should be submitted to SLED 
for their review and consideration. 
 
A. Responsibilities 

1) MBPD 

It shall be the responsibility of the MBPD to ensure that surveillance 
equipment used by department personnel in their official duties is properly 
installed according to the manufacture’s recommendations.  Furthermore, 
MBPD will ensure that surveillance cameras are directed to only record 
areas in the public view. 
 

2) Support Services Division MBPD 

It shall be the responsibility of the Support Services Division Captain with 
the concurrence of the Chief of Police, to: 

a.  establish policy and procedures for the RTC Unit.   

b.  ensure that RTC Unit members receive department-approved 
training to use and/or access law enforcement software, 
databases and equipment necessary to provide officer support. 

c. ensure the information provided by the RTC Unit is in 
accordance with MBPD policies and guidelines. 

 
3) Information Technology 

It shall be the responsibility of Information Technology to:  

a. work with the vendor to make changes to surveillance camera 
based on the direction of Support Services Division Captain. 

b. ensure surveillance system is up-to-date and operational based 
on work items noted in the RTC SharePoint – Camera Issues 
folder. 

 
4) RTC Analyst 

It shall be the responsibility of the RTC analyst to:  

a. ensure that all RTC Unit systems and / or equipment is operated 
within MBPD policies and guidelines. 

b. provide factual and comprehensive information to officers in real 
time via monitoring surveillance cameras to: 

1. locate suspects 
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2. locate vehicles 

3. stop emerging crime 

c. provide factual and comprehensive information to officers related 
to reported crime by: 

1. reviewing video 

2. providing system information in hard form (i.e., disc, 
pictures), as appropriate 

3. identifying patterns 

d. report any malfunction, damage, or problems with surveillance 
cameras via the RTC SharePoint – Camera Issues folder. 

 
5) MBPD Officer 

It shall be the MBPD officer’s responsibility to request assistance from the 
RTC Unit in accordance with departmental policy and guidelines.  

 
 
B. Information Requests 

1) Internal 

An MBPD officer should request assistance from the RTC Unit as 
appropriate. Should the need occur in real time, the officer shall request 
RTC assistance via authorized communication channels.  All other 
requests shall be initiated via the RTC SharePoint – Requests folder. 

 
2) External – Inter-Agency 

The MBPD may be asked to provide surveillance camera information in 
support of other law enforcement agencies. Any such request should be 
made through the Support Services Division Captain who will then assign 
the request to the RTC analyst.  Documentation of the RTC analyst’s 
actions will be housed on the RTC SharePoint – RTC Briefing folder. 

 
3) External – Public 

Any public request for information received by the MBPD shall be 
forwarded to the MBPD FOIA Coordinator. The determination of what 
records can be released remains with the FOIA coordinator and any 
requests for RTC analysts to provide video for a FOIA request shall be 
documented by the FOIA coordinator. 

 
 
C. Data Retention 

1) Video Surveillance Camera Images / Video 

Images / Video from surveillance cameras are retained for 30 days. 
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2) ALPR 

ALPR systems and data are the property of the South Carolina Law 
Enforcement Division (SLED).  As such, MBPD shall adhere to SLED 
policy and guidelines related to the storage and/or retrieval of ALPR data 
as per South Carolina Law Enforcement Division Policy Statement 13:40, 

Automated License Plate Recognition.  
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